
Teradici CAS Manager

Secure, broker, provision  
and monitor CAS connections

Introducing Teradici CAS Manager, a unified interface for IT administrators to secure, broker, provision and 
monitor CAS connections. CAS Manager enables customers to install the connection management plane in 
their own on-premises or cloud environment, or access it as a cloud-based service from Teradici (CAS Manager 
as a Service). In all deployment environments, CAS Manager interacts seamlessly with CAS Connectors to 
access and manage remote desktops, mobile and fixed workstations. 
 
Automate and broker CAS deployments
	l Enables fast and easy deployment of new remote desktops and workstations
	l Tap securely into existing Active Directory services, eliminate manual configuration tasks and improve 

administrative efficiency
	l Manage effectively who is allowed to log in remotely and to what machines by defining OU (organizational 

units) in Active Directory
	l Facilitate secure connections between domain users and remote desktops and workstations without users 

having to memorize machine names or IP addresses
	l Provide users access to one or many remote desktops and workstations as desired, easily modifying, adding, 

or removing user access as needed
	l Provide entitlement to remote desktops on a permanent basis on flexibility of entitlement based on session or 

a time limit 

Optimize costs and manage cloud consumption
	l Actively control up-time service charges for public cloud remote desktops and workstations by turning off 

machines that are not in active use
	l Start up the remote desktop or workstation when a user attempts to connect again
	l Provision remote desktops and workstations and remove them once no longer required
	l Share remote workstations between multiple users by configuring assignments and entitlements

 
Secure CAS deployments
	l Enable secure user entitlements by brokering PCoIP® connections
	l Enable Multifactor Authentication (MFA) as an added security mechanism
	l Other mainstay security features of the PCoIP protocol, such as AES-256 encryption and the PCoIP Security 

Gateway, always provide a secure architecture independent of MFA settings

 
Flexible installation options with hybrid support
	l Installed in a customer’s on-premises, hybrid or cloud environment, or access it as a cloud-based service from 

Teradici
	l Multicloud support across public, private or hybrid cloud environments, including AWS, Google Cloud, 

Microsoft Azure and on-premises data centers

teradici.com/cas

https://teradici.com/cas


 CLOUD ACCESS MANAGER
User entitlement AWS 

Google Cloud 
Microsoft Azure 
On-premises (including PCoIP Remote 
Workstation Cards)

Power management Microsoft Azure 
Google Cloud
AWS

Supported operating system 
templates 

Linux RHEL 8.x 
Rocky Linux 8.x 

Supported browsers for  
the management interface

Firefox, Chrome

Provisioning Google Cloud (stock Google Cloud images only)
BETA 
CAS manager as a Service Only

Please check this section for features in Beta 

 
CAS Manager and CAS Manager as a Service are part of CAS and included in Cloud 
Access and Cloud Access Plus subscription plans.
 
Learn more at teradici.com/cas 

PCoIP® Agents

CAS Manager

CAS Connector

PCoIP® Clients

PCoIP connection

On-prem, cloud, or
hybrid environment

CAS Manager
Options

On-Premises Users Remote Users

Domain
Controller

PCoIP
License Server

Radius Server
(optional)

OR

Access
as-a-service

Install
yourself

Admin Console
(browser connection)

© 2022 HP Development Company, L.P. The information contained herein is subject to change without notice. The only warranties for HP products are set forth in the express 
limited warranty statements accompanying such products. Nothing herein should be construed as constituting an additional warranty. HP shall not be liable for technical or 
editorial errors or omissions contained herein. 4AA8-1380ENW

https://www.teradici.com/web-help/cas_manager_as_a_service/beta/overview/
https://teradici.com/cas

